Trusted Connection
Feature Table

Secure application access

Trusted
Connection

Flyer

Trusted
Connection Plus

Secure access to more than 4000 SaaS apps

Secure access to private data center apps

2x

8x

Supported devices

Verizon provided and Bring Your Own (BYO) smartphones, tablets and laptops running: iOS (v13 and later), (iPadOS v13
and later) Android (v7 and later), Windows (v10 and later) and Mac OS (v10.15 and above)

Portal and user authentication

Simple administrator portal

Built-in Identity Provider (IdP) integration

Single-Sign-On (SSO) for browser-based Saa$S applications

Content filtering grouped by content type and level of restriction

Support for application access policies

View service reports

View analytics

Ability to control access to SaaS applications by user, by user group or for all users

Reporting

View device activity including: OS type, company policy compliance, jailbroken, block/allow, etc.

Security features

Control access to URL filtering or file filtering per user or group

Malware filtering and protection (including phishing and ransomware)

Domain Name System (DNS) filtering

IP filtering

Safe-search

File filtering

General App Access Control

Private App Access Control

Secure Access Client (SAC) rules

In-line Cloud Access Secure Broker (CASB) capabilities for certain applications

Content filtering grouped by content type and level of restriction by user

General App Access Control (at the group and user level)

Enforcement of company security policies at the device level to block non-compliant device access

URL/File filtering at user and group level

Enforcement of malware filtering and protection software (non-mobile devices)

Enforced use of mobile device management (MDM)
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